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Step 1: Register with System for Award Management (SAM)

•All vendor companies must register in the SAM to sell goods and services to the 
Department of Defense (DoD), by going to https://www.sam.gov/.
•Establish a SAM Point of Contact (POC), if not already done. The SAM POC is 
responsible for updating the information in SAM.
•Vendors must also set up an Electronic Business (EB) POC for their company in SAM.
•The EB POC is responsible for authorizing vendor employee(s) access to submit, modify 
and/or view data (contracts, invoices, payments, etc.). The SAM POC is responsible for 
entering or updating EB POC data in SAM. The EB POC should be the individual 
completing the PIEE registration.
•To see if an EB POC is listed for your company, visit the SAM website, or consult your 
SAM POC.

https://www.sam.gov/


Step 2: Have your CAGE Code added to the Procurement Integrated Enterprise 
Environment (PIEE) Vendor Group Structure.

•The PIEE Help Desk must add your CAGE Code to a Group in the PIEE Vendor Group 
Structure, before any personnel can self-register for applications within PIEE.
•When requesting a new group, if a desired group name is not provided by the 
requestor, a group name will be assigned by the PIEE Help Desk based on your CAGE 
code or company name. You will be registering as a ‘Vendor’.
•To request the set up of a vendor group, a company representative must contact the 
PIEE Help Desk, by phone or email, and supply your CAGE code.

Call 866-618-5988
Select Option 1 and then Option 2



Go to piee.eb.mil. Select ‘New User’



Select ‘Register’. Note that additional resources can be found here



Select ‘Agree’



Register as a ‘Vendor’



Create User ID and Password (CAC and Software Certificate are also options)



Create Security Questions



Complete your User Profile



Click >Next



Select drop-down under Step 1



Select ‘PIEE – Procurement Integrated Enterprise Environment’



Select ‘Contract Administrator’ under Step 2 then click ‘+ Add Roles’



Step 4 should auto-fill. No changes possible. Click >Next



Provide a Justification – anything will do



Sample Justification: Submit SPRS Score for contract compliance. Then >Next



Review Info 
then click >Next



Review and click 
‘Signature’



Check e-mail for 
One-Time 

Password. Submit 
Registration



Registration Complete. Click Home to return to the main PIEE page



You should be 
receiving 

Activation and 
Registration 

notices via e-mail



Part 2  - Login and SPRS



Return to piee.eb.mil. You can now log in with your Username and Password



Select ‘Administration’ drop-down



Select ‘PIEE Administration’



Select ‘User/Role Management’



Select ‘Search’



Select your ‘User ID’



Select ‘User Roles’



Select ‘+ Add Roles’



Verify all User Information and then >Next



No changes can be made. Click >Next



Click drop-down under Step 1.



Select ‘SPRS – Supplier Performance Risk System’



Select ‘SPRS Cyber Vendor User’ under Step 2 then click ‘+ Add Roles’ 



Enter CAGE Code and then >Next 



Justification (Example: Update SPRS Score for contract compliance) then >Next



E-mail notification may, or may not, work. Go ahead and ‘Close’



Part 3 – NIST and 
CMMC Scores



Back to piee.eb.mil and login one more time…



The SPRS option should now be available. Click it



Select ‘Cyber Reports (NIST)’



Select ‘Company Hierarchy’ drop-down



Select the appropriate CAGE then click ‘Run Cyber Reports’



You will see options for both NIST SP 800-171 and CMMC Assessments



While under the NIST tab, click ‘Add New NIST Assessment’



Fill in all fields. 
Check with your 
IT Manager to 

determine NIST 
score.



If you are unsure of the Assessing Scope…



Sample of filled Assessment. Once complete, click ‘Open CAGE Hierarchy’



Select the appropriate CAGE and hit ‘OK’



The CAGE should now be included on the Assessment. Click ‘Save’



The overview will appear. If needed, you can make changes and ‘Update’ 



To review, or make changes, click Cyber Reports and select Hierarchy/Report



Your Assessment is listed. If needed, you can edit/delete or create a new one



Next - Click on the CMMC Assessments tab to switch over



Note that CMMC Assessments do not remove the NIST Score requirement



As of 28 March, Level 1, 2 (Self), 2 (C3PAO), and 3 (DIBCAC) are all available



While on the Level 1 (Self) tab, click ‘Add New CMMC Level 1 Self-Assessment’



Review the warning and acknowledge



There are 4 items that need to be completed for Level 1 (Self)



Once all items are complete, click on ‘Open CAGE Hierarchy’



Select the appropriate CAGE



If everything is correct, ‘Continue to Affirmation’



If you are the Affirmer, you can continue. If not, provide Affirmer’s e-mail



Verify your details as the Affirmer and ‘Continue to Affirmation’



Read the certification statement, check the box, and click ‘Affirm’



Your assessment is now entered. Note that it can’t be edited, just deleted



As a quick overview, additional CMMC Levels have increased requirements.



For Level 2 (Self) you will need to annotate compliance for each required control



One additional note:



For a copy of this presentation…

Option 1: Please send an e-mail to, 
SPRS@ARMIGERLLC.COM (please include “FISWG 
Presentation” in subject line)

Option 2: It will be available in a few days on the 
FISWG site, 
https://fiswg.research.ucf.edu/education.html

Any Questions?
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